Great post on the CIA triangle and the approaches that companies should consider. Network security design is vitally important, and companies should consider looking into Network Security Device Best Practices (Sean Convery, 2004). A network design should be well documented that provides information not only on the devices and how they will be setup but also the flow of traffic and rules that need to be implemented along with hardware design.

The human factor plays a big role in the overall design. For example, devices such as routers, switches and firewalls are shipped with a default username and password. If companies do not ensure that this is changed before implementation then no matter how secure your design may look to senior management, you will be breaking the CIA triangle ( Debbie Walkowski, 2019) as hackers will be able to penetrate your organization with little effort and because many hackers will first monitor their target and gather as much information possible, also known as reconnaissance (Patrick Engebretson, 2013) , before infecting the organization with malware which can potentially turn into ransomware using harmful techniques such as extorsion to get money out of the organization which will result in the company having a bad reputation and if they look after clients and keep data about them, clients are at risk with information being made available on the dark web.

In conclusion, when companies put together a Security Design, each element needs to be written down on a task list for example and a final check sheet needs to be in place to verify that everything has been completed before going ahead with the design.
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